**Job Description:**

We are seeking a skilled and versatile Information Technology Technician I to join our dynamic team. The ideal candidate will have a proven track record in systems administration, troubleshooting, and IT infrastructure management. This role requires expertise in various technologies, including but not limited to Active Directory, PowerShell, Azure, VMware, and backup solutions. The successful candidate will play a crucial role in maintaining the integrity and security of our IT systems.

**Responsibilities:**

* Migrate and manage user accounts in Microsoft Office 365 and Exchange Online.
* Create and manage virtual machines for critical systems such as domain controllers and Active Directory Federation Services (ADFS) in Microsoft Windows Azure (IaaS).
* Install, configure, and support StorSimple iSCSI cloud array (STaaS/BaaS) and Twinstrata iSCSI cloud array.
* Collaborate on project plans for Office 365 migration, providing detailed specifications and documentation.
* Install, configure, and support Linux machines for open Wi-Fi network projects.
* Compile and generate statistical information concerning wireless network traffic using Cacti.
* Develop specifications for the acquisition of an Enterprise backup system, including systems design, cost-benefit analysis, and technical documentation.
* Administer and maintain shares on file servers, reviewing server logs to troubleshoot issues.
* Schedule and apply hot fixes and security patches on the server infrastructure, including operating systems and application software.
* Support servers in the virtualization infrastructure using VMware vSphere.
* Manage and implement enterprise backup infrastructure systems such as Symantec Veritas Netbackup and VRanger backup servers.
* Administer and maintain the Symantec Enterprise Vault servers.
* Create and maintain Group Policy Objects (GPOs) in Microsoft Active Directory.
* Configure and support Microsoft Exchange Active Sync on devices with Apple iOS and Android mobile operating systems.

**Qualifications:**

* Bachelor of Science in Information Technology or related field.
* Relevant certifications, including CompTIA Network+ (2014).
* Proficiency in Active Directory, Azure, PowerShell, VBScript, and scripting languages.
* Experience with enterprise backup solutions, virtualization, and cloud technologies.
* Strong troubleshooting skills for network issues, end-user problems, and network security.
* Familiarity with systems analysis and server management.
* Detail-oriented with a systematic approach to solving complex problems.
* Excellent communication skills and the ability to collaborate with cross-functional teams.

If you are passionate about IT infrastructure, possess exceptional technical knowledge, and are eager to contribute to a collaborative team environment, we encourage you to apply for this exciting opportunity. We offer a dynamic workplace, opportunities for professional development, and a competitive compensation package. Apply now to join our innovative IT team!